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BeBegeHune

fIXGATE (®nekcurenT) — 310 naathopma banaHCMPOBKM CETEBOrO Tpaduka, NpesHa3HaYeHHas
ANA ynpaBieHUs NoTOKOM Tpaduka B CeTU nepesayun AaHHbIX C UCMOb30BaHWEM TMOKOW NOTMKK U
HacTpavBaemMbiM Habopom npasua. lporpammHas naatpopma banaHCMpPOBKM ceTeBoro Tpaduka
paboTaeT Ha ypoBHsx L4-L7 mogenn OSI/ISO (ceTeBOM MOAeNN CTEKA CETEBbIX MPOTOKOJIOB).

fIXGATE (dDnekcureinT) No3BOAAET:

1. Peanv3oBaTb TEXHMYECKYIO OMTMMM3aLMIO, MacITabupyemMoctb 1 obecneunTb BbICOKYHO
AOCTYNHOCTb BblUNCAUTENIBHOM MHPPACTPYKTYPHbI.

2. CokpaTuTb 3aTpaTbl Ha CTOUMOCTb BbIUYMCIUTENBHON MHGPACTPYKTYPbI 1 MPOLLEeCCh] ee
3KCnayaTaumm 3a CYeT:

" ONTUMM3aLMM UCNOb30BAHMA PECYPCOB U MX MaKCUMalbHOW YTUAM3aLMK,

" CHWXEHWA OnepaLMOHHbIX PacxoAOB 4epe3 aBTOMaTM3aUMIO W YNpoLLeHne
NpOoLLeCccoB KOHPUIYPMPOBaHNA CEPBUCOB,

"  [peAoTBpaAlLEHMs MOTEPb OT MPOCTOEB CEPBUCOB/MUHMMU3ALMNS  BPEMEHU
HeZOCTYMHOCTN CEPBUCOB,

= obecneyeHns cTabuibHOCTN CEPBUCOB ANS NMOJIb30BaTENEN,

"  aBTOMaTM3aLMK onepaLmii BOCCTaHOBAEHUS CEPBMCOB Npu obHapyXeHun npobaem.

3. YayywuTb 6€30MacHOCTb, MOHUTOPUHT N HabaoAaeMOCTb MHPPACTPYKTYpPbI 3@ CYeT:

" U30/1ALMN BHYTPEHHMX CEPBMCOB OT BHELLHWX Yrpos3,

* yaobHoro ynpasaeHus SSL/TLS TepMmuHaumen n efMHON NOAUTUKOM 06CNy>XKMBaHNA
ceptTudmkaTos b6e3onacHoCTy,

"  LeHTpa/sM30BaHHOro cbopa MeTpuk NPON3BOAUTENLHOCTY,

"  JIOrMpOBaHWA BCEX 3aNpPOCOB/OTBETOB.

Mnatdopma HanaHcupoBkm ceteBoro Tpaduka fIXGATE (PnekcurenT):

1. ObecneuvBaeTr 6anaHCMPOBKY Harpyskm Ha UMHOPACTPYKTypy Ha ypoBHax L4
(TPaHCMOPTHBIN YPOBEHb) U L7 (ypoBeHb NpuaoxeHW) ¢ nogaep>xkoun npotokonos TCP,
UDP, QUIC, n pacwmpeHHbiM Habopom anroputmoB banaHcnposku (Round Robin, WRR,
Least Connections, WLC, IP Hash, Source IP Hash).

2. lMo3Bonser peanmsoBbiBaTb  GyHKUMM  npoBepkn  coctosHma  (health  check)
cepBepoOB/CepBMNCOB C aBTOMaTMYECKUM NCKNOYEHVEM HepaboTatoLmnx
CepBepoOB/CEPBMCOB N C BOCCTAaHOBJ/IEHWEM WX OBCAYXMBaHVUA MPW BOCCTAHOBAEHUU
pabotocrnocobHoCTL.

3. ObecneumnBaeT NOAAEP>KKY MPOTOKONOB L7 (ypoBHs npunoxenuin). HTTP/1.1, HTTP/2,
HTTP/3, HTTPS, gRPC.

ObecneumBaeT BbICOKYHO AOCTYMHOCTb MOACUCTEMbI YNpaBAeHWA NAaTGOPMbl.

5. Peanusyer:
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"  rnbKyrO NOTUKY YMpaBAeHWs ceTeBblM TPapuKOM C WCNOb30BaHMEM O0AbLIOrO
Habopa cpesCTB HaCTPOVKM NPaBMA MapLUpyTU3aLLny;

= cHop MeTpMK NPOU3BOAUTENBHOCTU U CTAaTUCTUKK NO obpabaTbiBaeMoMy TpaduKy;

"  JIOrMpOBaHMe COBbITUI C BO3MOXHOCTbIO MepeAayn BO BHELLHNE CUCTEMBI.
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1 Ob6wana apxutekTypa pewieHus

ApxuntekTypHo pelueHue fIXGATE coctonT ns aByx cioes

o Data Plane - choin o6paboTku Tpaduka

e Control Plane - cnioih ynpaBaeHus y3namm ob6paboTkm Tpadpuka

1.1 Cxema peweHus

Control Plane

Configuration

Traffic Traffic

Clients / :{> Data Plane :,\> Backends /
Downstreams Upstreams

1.2 ®YHKLMOHaNbHOCTb

1.2.1Control Plane

ObecneumrBaeT LeHTPanM30BaHHOE yrnpaBaeHne KOHPUrypaumen ysnos obpabotkm Tpaduka.
OcHOBHble QyHKLNN:

e YnpaBneHue koHpurypauumeir: npegoctasneHne REST APl gna co3gaHuns, U3ameHeHns 1
yAaneHua KOHPUrypaumoHHbIX 06bEKTOB (y3/bl, CAyLLaTeNn, KaacTepbl, MapLIpyThl,
cekpeTbl)

o [JocraBka KOH}Urypaumumn: pacnpocTpaHeHne n3MeHeHnn KoHpurypaumm go ysnos Data
Plane B pexume peasbHOro BpeMeHu

e XpaHeHMe COCTOAHMA: LieHTPaIN30BaHHOE XpaHeHne KOHPUIYpPaLMOHHbIX AaHHbIX B
pacnpeseneHHOM XpaHuauLLe

e MOHMTOPUHI U3MEHEHUIA: OTCNIEXMNBAHME U3MEHEHNI B XPaHWUANLLE U aBTOMATUYECKas
CUHXPOHM3aLUMs C y3namum obpaboTtkum Tpaduka

e YnpaBneHue y3naMU: KOHTPOJIb XXM3HEHHOIO LKA Y3108, 61OKMPOBKA KOHPUrypauum
Ans 6e3onacHoro o6HoBAEHNS

1.2.2Data Plane

OtBeuaet 3a 06paboTKy ceTeBOro Tpadurka Ha OCHOBe KOHPUrypauum, noayveHHon ot Control Plane.
OcHOBHble QYHKLNN:
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e O6paboTtka Tpaduka: Nprem, MapLLpyTM3aLmsa n GanaHCMPOBKa BXOAALLLErO CETEBOrO
Tpadmka

e AvHamuueckaa koHUrypaums: noayyeHve N NpUMeHeHne 06HOBAEHWIA
koHourypauum ot Control Plane 6e3 nepesanycka

e bBanaHcMpoBKa Harpysku: pacrnpezeneHune 3anpocoB Mexay 63keHa-cepBepamm ¢
NCNONb30BaHNEM PasNNYHbIX anropntMoB (round-robin, least-request n ap.)

e Mapuwpytunsauusa: onpegeneHvie nyten NnpoxoxzaeHusa Tpadpuka Ha OCHOBE NpaBu
MapLUpyTM3aLmm

e  O®uabTpaumna Tpaduka: npumeHeHne ceteBblx U HTTP duabTpoB ana o6paboTtky,
Moanburkaumm n KoHTponsa Tpadurka

e O6ecneueHue 6e3onacHocTU: nogaepxkka TLS/SSL TepMuHaumm, ynpasaeHme
ceptudmkaTaMm 1 cekpetTamm

e MoHuTopuHr 1 HabagaeMocTb: CHOp METPUK, JIOrOB JOCTyMNa N CTAaTUCTMKM
NPOW3BOANTENBHOCTH

e YnpaBneHue mapupyTtusaumen: nojaepxka NnpoTokosos mappyTtumsaumm BGP, OSPF,
VRRP, anHamunyeckoe n3mMeHeHne MapLipyToB
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2 Control Plane

Moacuctema ynpaeneHus y3namm obpabotkun Tpaduka

-

SR

User

2.1 KoMMnoHeHTbI

Control plane

GRPC

2.1.1API Controller

Peanusyet nHtedeinc ynpasneHus koHdurypauwmei ysnos Data Plane no npotokony REST.

Mo3BossieT ynpaBaaTb OCHOBHbIMU CyLLHOCTAMM KOHGUrypaumm Data Plane: node, endpoint, clusters,
listeners un 1.4.

2.1.2Discovery Service

ObecneunBaeT pacnpocTpaHeHne N3MeHeHU KoHurypaummn go y3nos Data Plane B pexume
peanbHOro spemexu no npotokony GRPC.

2.1.3Storage
ObecneurBaeT LieHTpPaM30BaHHOE XpaHeHVe KOHOUIypaLMoHHON nHdopMauuu.

Mo>keT BbITb pa3BepHyTO B BUAE pacnpeAeeHHOro XxpaHuanLLa.

2.1.4CLI

ObecneyrBaeT BO3MOXHOCTb MHTEPAKTMBHOIO YNpaBAeHWs y3n1amu ynpaBaeHns n obpaboTku
Tpadwuka.
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3 Data Plane

Moacnctema 06paboTkm 1 ynpaBaeHus Tpadrkom

3.1 KomnoHeHTasa cxema

CoctonTt un3 ABYX OCHOBHbIX NOACUCTEM!

o Traffic proxy: cuctema obpabotkn Tpaduka

Network routing: cctema ynpaBneHus ceteBov MapLupyTusaLmen

o

Data plane

data traffi
GRPC

Traffic proxy

Network routing

3.1.1Traffic Proxy

Peanunsyet noruky obpaboTtku Tpaduka B COOTBETCTBUM C 3a@aHHOM KOHOUrypaumen.

MpeaoctaBaseT GyHKLMN 06paboTkm 1 MapLupyTU3aLmmn Tpadurka, cbopa METPUK, AMHAMUYECKOTO

KOHPUIyprpOBaHMA, XXypHaAnpoBaHua n 6e3onacHoCTy.
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3.1.1.1 Traffic Processor
Peannsyet dpyHkUMIO 06paboTkn 1 GrabTpaL MM NOCTyNaroLLMX 3aMpOoCoB/NakeToB.

3.1.1.2 Service Discovery

Peanuzyet nHtepderic B3ammogenctems ¢ Control Plane ans nonyueHuns aktyanbHon nHdopmaumm o
KOHUrypaumu.

3.1.1.3 Logging

Peannsyet GyHKLMOHAN XYPHaANPOBAHWSA: access-10ru, TPacCMpoBKa.

3.1.1.4 Security

Peannsyet dyHkLMM 6e3onacHocTn: pabota c TLS/SSL, ayTeHTMduMKaumsa/aBTopm3aumns, XpaHeHne n
MCNONb30BaHWe YyBCTBUTEBHON MHbOPMaL MW

3.1.1.5 Metrics

Peanunsyet cbop BHYTPEHHUX METPUK C LieNbHo UX AalbHENLLEN nepesaymn yepes cuctemy
MoHuTopuHra (Prometheus)

3.1.1.6 Request Routing
Peanunsyet npaBuna v AenCTBUA AN MapLUpyTM3aLmm npoxogawero yepes Data Plane 3anpoca.

3.1.2Network routing

Peanunsyet NOT1Ky U3MEHeHVA MapLUpyTU3aLmmn Ha y3ne obpaboTtkm Tpaduka.

3.1.2.1 BGP/OSPF/VRRP routing

MpepoctaBnseT GyHKUUN paboTbl C NpoToKoAamu MappyTuaumm BGP/OSPF/VRRP.

3.1.2.2 Upstream Tracker

Peannsyet n0rmky NpoBepky N3MeHEeHUs MapLIpyTM3aL MM B 3aBUCUMOCT OT COCTOSIHUA CEPBEPOB, Ha
KoTopble banaHcmpyetcsa Tpaduk.
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TepMuHbI, COKpaLLeHNA u onpejesieHns

TepmuH OnpepeneHne

API Application Programming Interface. MporpamMmmHbI MHTepdeic

CA Certification Authority. LieHTp cepTudurkaLmm, y0CTOBEPAIOLLMIA LLEHTP

CLI Command Line Interface. IHTepdelic KomaHAHOW CTPOKM

CRL Certificate Revocation List. Cnncok oT3biBa cepTndmKaToB

DHCP Dynamic Host Configuration Protocol. MpoTokon gnHamuyeckoro
KOHGUIyprpoBaHMWS y3/10B

DNS Domain Name System. Cnuctema JOMEHHbIX MMeH

fIxGATE Mnatdpopma ynpasieHns ceTeBbIM TPAPUKOM

HA High Availability. Beicokas goctynHocTb

HTTP HyperText Transfer Protocol. NpoTtokon nepegauv runeprekcra

ICMP Internet Control Message Protocol. NpoTokon MeXceTeBbIX YNpaBAAOLLIMX
coobueHunin. Mepepaet cooblyeHns 06 ownbKax U APYrnX NCKAOUNTENbHbIX
CUTYaLMAX, KOTOPble BO3HMKAOT NpuW nepeaave AaHHbIX

ID VaeHtnopukatop

IP VIHTepHeT-npoTOoKOA

IPMI Intelligent Platform Management Interface. ViHTennekTyanbHbIi UHTEPdEC
ynpasaeHusa naatdopmon

ISO-06pa3 ApXvBHbI dalin, KOTOPbIN COAEPXUT MAEHTUUHYHO KOnuto (06pas) AaHHbIX

JSON JavaScript Object Notation. TekctoBbIi popmaTt o6MeHa AaHHbIMWU, OCHOBaHHBIN
Ha JavaScript

LDAP Lightweight Directory Access Protocol. MpoTokon 6bicTporo foctyna K Kkataaoram

LLDP Link Layer Discovery Protocol. [poTokos KaHa/bHOrO YPOBHS, KOTOPbIA NO3BOASET
CeTeBbIM YCTPOWCTBaM aHOHCMPOBaTb B ceTb MHPOPMaLIMIO O cebe 1 O CBOMX
BO3MOXHOCTAX, a TakXke cobmpatb MHGOPMaLMIO O COCEAHUX YCTPOMCTBAX

MAC-agpec Media Access Control Address. YHukanbHbI naeHTudukaTop. MNpucsamsaercs
KaXX4oMy ceTeBOMYy 0H60pyA0BaHMIO

MTU Maximum Transmission Unit. MakcumanbHas eanHuLa nepegaun

NFS Network File System. CeTeBas dparinoBas cucrema

NIC Network Interface Card. CeteBasi MHTepdeiicHas kapTa

OpenLDAP OpenLDAP. lMpoTokon obaeryeHHoro foctyna K Kataaoram € OTKPbITbIM UCXOAHbIM
KOZOM

QoS Quality of Service. Habop TexHONOrMYeCcKnx peLleHnin Ans ONTMMM3aL MM CETEBOTO
TpadurKa C NOMOLLb Ha3HaYaeMbIX MPUOPUTETOB Nepeaayn nHbopmalm
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TepmuH OnpepeneHne

RBAC Role-Based Access Control. YnpaBaeHuve 40CTynoM Ha OCHOBE poei

REST API Cnocob goctyna k Beb-cepBurcam 6e3 kakon-anb6o obpaboTkm

SCTP Stream Control Transmission Protocol. MpoTokon TpaHCNOPTHOrO YPOBHSA
B KOMMbIOTEPHbIX CETAX

SDN Software-Defined Networking. MporpammHo-onpesensemblie cetu

SFTP Secure File Transfer Protocol. NpoTokon 6e3onacHon nepesayn darinos
yepes ceTb

SR-IOV Single Root Input/Output Virtualization. BupTyanunsaums BBoga-BbiBOAa.
MNprMmeHaeTca ana BUpTyaansaumm pecypcos BBOAA-BbIBOAA ANA OTAENbHbIX
cepBeposB

SSH Secure Shell. besonacHas 060104Kka — CETEBOM MPOTOKO MPUKNAZHOTO
ypoBHS. [N03BONIAET yAaNeHHO YNpaBasTh ONepaLyoHHON CUCTEMOM U
TyHHeanpoBsaTtb TCP-coeanHeHns

SSL Secure Sockets Layer. NpoTokon 6e30nacHOCTH, KOTOPbIN co3zaeT
3aWwmndpoBaHHOe coeanHeHre Mexay Beb-cepeepoM 1 Beb-bpay3epom

TCP Transmission Control Protocol. NpoTokon ynpaeneHns nepegavert AaHHbIX

TLS Transport Layer Security. Kpuntorpaduueckumii npotokon obecneveHms 6e3onacHom
nepesaun faHHbIX

ubDP User Datagram Protocol. CeTeBo NpoOTOKOA TPaHCMOPTHOrO ypoBHs. Vcnoab3ayert IP
415 MepeAayn JaHHbIX OT OAHOTO YCTPOMCTBA K ApyroMy. [aHHble (gatarpaMmbl),
KoTopble BHOcATCA B nakeT UDP, BK1tOYaOT NOPThI Ha3HaUeHWs, UCTOYHMUK,
KOHTPOJIBHYHO CYMMY 1 AJNHY NaKeTa

URI Uniform Resource Identifier. YHuounLmpoBaHHbIN naeHTMdmKaTOp pecypca

uuID YHuBepcanbHO YHUKaNbHbIN naeHTUdMKaTop.
128-6uTHas MeTKa, ncnoab3yemas Ans naeHTUdunKkaLmm nHdopmauum

vCPU Virtual Central Processing Unit. BupTyannsmpoBaHHbI BapuaHT ¢pusmueckoro CPU —
LieHTpasibHble 6710KN YNpaBAeHNsA B BUPTYasbHbIX MalLlMHaxX 1 0baauHbIX cpegax

VF Virtual Function. BupTyanbHas dyHkums

VIP Virtual IP address. BupTyanbHbili IP-agpec — KOMNOHEHT CETEBOM U
NHTEPHET-NHPPACTPYKTYpbl, KOTOPbIN 0becrneyrBaeT 6anaHCMPOBKY HarpysKuy,
BbICOKYHO AOCTYNMHOCTb 1 3bdeKTUBHOE pacrpesesneHne pecypcoB B BbIUNCANTENBHOM
cpege. OTO yHVKabHas YMCI0Bas MeTKa, MPUCBOEHHAs BUPTYalbHON MaLlMHe Uan
cnyxbe, a He PU3MUECKOMY YCTPONCTBY

VLAN Virtual Local Area Network. BupTyanbHas nokanbHas ceTb

VNC Virtual Network Computing. Metog yaaneHHoro goctyna Kk pabouemy crony
KOMMbOTEpa Mo cetu

vNIC Virtual Network Interface Card. BupTyanbHbili ceTeBOM MHTepdENC,
OCHOBaHHbI Ha GU3NYECKNX CETEBLIX KapTax y3na

VolP Voice over Internet Protocol. TexHonorus nepegayn ronoCcoBbix COOBLLEHWNI
B NOKa/IbHbIX CETAX NN B CETU MHTepHeT C NCnosb3oBaHMEM NPOTOKOJ1a IP

UHdocucTeMbl IKET |y jetsu 12



MPGATE®

VRRP Virtual Router Redundancy Protocol. CeteBoli NpoToKo, NpesHa3HauUeHHbI M
O/ yBEAUYEHUA JOCTYMHOCTA MapLUpyTU3aTOPOB, KOTOPLIE BbINMOAHAOT POJb L33
No yMOJYaHuIo

VXLAN Virtual Extensible LAN. TexHonorua ceteBoi BUpTyanusauum ans pelueHmns npobaem
MacLTabnpyemMocTn B 6obLLINX cucTeMax 0B6aauHbIX BbIUNCAEHUIA

YAML Yet Another Markup Language. ®opmat cepranmsaumm gaHHbix. Micnonbsyetcs
npw ynpaBaeHUM KOHPUrypaumen, a Takxke i XpaHeH s AaHHbIX
B CTPYKTypupoBaHHOM dopmaTe

o3y OnepaTvBHas namaTb

ocC OnepauynoHHas cncrtema

no MporpammHoe obecrieyeHmne
Ly LleHTpanbHbIV NpoLeccop
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